
IR Events

Event Details

Online Presentation of 
Financial Results

Explanation of management strategies and 
performance overview by top management 
and response to questions from investors 
and analysists

Supplementary 
earnings call

Earnings call after results announcement to 
explain earnings

Main Measures (Table 1)

Technical Measures

Organizational Measures

1. Leading software company carried out cleaning of all compromised devices
2. Reverified the safety of all VPN devices and that security measures are in place
3. Introduced SOC (Security Operation Center) service in order to monitor 

external connections around the clock
4. Introduced the latest EDR (Endpoint Detection and Response) to provide 

early detection of unusual activity and computer virus infection on devices
5. Business accounts have been reviewed
6. Further improvements to administrative methods have been made such 

as long-term retention of logs for swiftly addressing incidents involving 
VPN devices and other equipment

1. Launched the Information Technology Security Oversight Committee in 
late January 2021 in order to receive recommendations on a continuous 
basis from external experts based on the latest trends, with an aim to 
procure external checks and the swift accumulation of knowhow regarding 
strengthening cyber security (including data protection for securing 
personal information, etc.). Externally, there are four Committee members 
who consist of two university professors who are cyber security experts, 
one lawyer who is an expert on both cyber security and the Act on the 
Protection of Personal Information, and one certified public accountant 
that is an IT system audit specialist; internally, one director as well as 
three technicians who oversee security and networks participate. The 
Committee plans to continue to regularly hold meetings to strengthen 
protection standards.

2. Established the Information Technology Surveillance Section in December 
2020, a new section directly under the Information Technology Security 
Oversight Committee, which gathers information regarding cyber security 
and builds knowledge of preventative measures to make recommendations. 

3. Strengthened the system for regular verification, including for the adoption 
of tools, in the management of business accounts.

4. Constructed a system to further raise awareness of security and the 
management of personal information at the Group overall.

*1 Security measures that include placing a firewall at the perimeter between external 
networks and internal networks.

*2 Acronym for Security Operation Center. A SOC service is a system that monitors 
systems and networks around-the-clock, and supports the detection, analysis and 
handling of attacks.

*3 Acronym for Endpoint Detection and Response. A system that introduces software to 
detect unusual activity on devices such as the PCs and servers utilized by end-users and 
supports quick responses to issues.
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IR Activities on Our Website

Providing a website easily accessible to everyone

Since 2001, Capcom has made proactive use of its corporate 
website as a tool for disseminating information pertaining to IR 
activities. The main reasons for this are to ensure fairness for a 
wide range of stakeholders, and because it ensures information 
is easily available for inspection immediately in approximately 
200 countries and regions worldwide. Capcom’s corporate 
website is also positioned as our most cost-effective tool and 
we strive to use it in various ways, including video content for 
communicating information and social networking sites for 
timely information updates.

IR Team

Full-time staff engaged in a wide variety of activities

Capcom IR activities are conducted by two full-time staff members 
in addition to the chairman, the president, and the director overseeing 
IR for shareholders and investors in Japan and overseas. For 
IR-related inquiries, please use the contact information below.

Information Security Initiatives

As our main business is planning and developing software and 
we operate in an environment in which the latest information 
technology is always used, we believe that our information 
security risks are greater than companies in general. For that 
reason, we have implemented perimeter*1 security measures 
for some time; further, we had begun working on introducing 
defensive measures like SOC*2 services and EDR*3, however in 
2020 a third party was able to gain unauthorized access to our 
systems. Because of this incident, we have implemented 
various security reinforcement measures to prevent recurrence 
in addition to our perimeter security measures. These include 
the establishment of the Information Technology Security 
Oversight Committee, which includes several external experts, 
and the introduction of SOC services for around-the-clock 
monitoring of external connections and EDR for early detection 
of unusual activity taking place on devices.

Results of Dialogue with Investors (Excerpt)

Q. I would like for you to be more proactive in disclosing ESG 
information.

A. We are working to strengthen this.
Up to now, we have disclosed information such as the reduction of 
our environmental footprint through digitalization and the ratio of 
female and non-Japanese employees in conjunction with our 
promotion of diversity. As of the fiscal year ending March 31, 
2022, we also disclose our policy on ESG initiatives. In addition, 
we are working on disclosing new information in this report, 
including evaluation of the effectiveness of the Board of Directors.

Q. Because you are an owner-run company, I would like to ask 
specifically about the effectiveness of the Board of Directors. 

A. We performed an evaluation.
We have communicated the issues, improvement measures, 
and policy for the immediate future based on the results of a 
questionnaire conducted among all board members concerning 
evaluation of the effectiveness of the Board of Directors.
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